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***Betreft****: conformiteitsverbintenis met de voorwaarden van de eenmalige machtiging om de gemeenten toegang te verlenen tot het repertorium van de DIV voor de identificatie van personen die door het gebruik van een voertuig, parkeerretributie, -belasting of parkeergeld schuldig zijn*

Mijnheer,

Ik verwijs naar beraadslaging FO nr. 14/2016 houdende de eenmalige machtiging om de gemeenten toegang te verlenen tot het repertorium van de DIV voor de identificatie van personen die door het gebruik van een voertuig, parkeerretributie, -belasting of parkeergeld schuldig zijn

Na kennis te hebben genomen van de beraadslaging FO nr. 14/2016 (en de eventueel, aangebrachte wijzigingen), verbind ik er mij toe alle daarin opgelegde verplichtingen na te leven.

Meer in het bijzonder zullen de gegevens die bij de DIV werden verkregen, verwerkt worden conform de voorwaarden die in deze beraadslaging werden vastgelegd, nl:

* + - de eerbiediging van het finaliteitsbeginsel, nl. om de verkregen gegevens slechts te gebruiken voor de inning van een parkeerbelasting, -retributie of parkeergeld en de gegevens niet te gebruiken voor het beheer van een privéparking;
		- de persoonsgegevens enkel te verwerken indien dit noodzakelijk is en de mogelijkheid onderzoeken om een systeem te installeren waardoor de niet-betaling kan worden verhinderd (bijvoorbeeld slagbomen) Het inzetten van een systeem van ANPR-camera’s dient vanuit dezelfde invalshoek te worden benaderd: indien de inning van parkeergelden redelijkerwijze op een andere, minder privacyintrusieve wijze kan georganiseerd worden, dan dient aan deze andere methodes de voorkeur te worden gegeven;
		- van de DIV enkel de naam, voornaam, en adres van de nummerplaathouder te verkrijgen ;
		- de gegevens te wissen zodra ze niet meer nodig zijn;
		- de gebruikers duidelijk te informeren;
		- de gegevens mogen enkel intern worden verwerkt door personen die deze gegevens voor de uitoefening van hun functie nodig hebben; de categorieën personen aanduiden die toegang hebben tot de gegevens samen met een beschrijving van hun functie en deze lijst met categorieën van personen ter beschikking houden van de Commissie voor de bescherming van de persoonlijke levenssfeer;
		- de vertrouwelijkheid van de gegevens bewaren (met name door enkel een toegang tot de gegevens toe te staan van personen die zich hebben verbonden aan een wettelijke, statutaire of contractuele vertrouwelijkheidsverplichting) en de gegevens niet aan derden mee te delen (behalve indien de mededeling(en) noodzakelijk is(zijn) in het kader van een eventuele gerechtelijke vervolging);
		- technische en organisatorische veiligheidsmaatregelen treffen en aanvaarden dat het Informatieveiligheidscomité dit controleert;
		- de mogelijkheid accepteren dat de bevoegde diensten controles en inspecties doorvoeren (politie, justitie en de Commissie voor de bescherming van de persoonlijke levenssfeer), en zich voegen naar mogelijke aanbevelingen of naar de intrekking van de machtiging.

Hierbij bezorg ik het Informatieveiligheidscomité:

* + - Conformiteitsverklaring inzake het informatiebeveiligingssysteem dat het voorwerp is van de machtigingsaanvraag of de aanvraag tot aansluiting, volledig ingevuld en overeenstemmend met de werkelijkheid;

Ik neem er nota van dat de machtiging om bij de DIV de identiteit op te vragen van de nummerplaathouder, slechts wordt verleend aan de organisatie die ik vertegenwoordig, op

voorwaarde dat het Informatieveiligheidscomité onze veiligheidsmaatregelen gunstig beoordeelt.

Wij danken het Comité bij voorbaat om de datum van inwerkingtreding van de eenmalige machtiging FO nr. 14/2016 voor de organisatie die ik vertegenwoordig, mee te delen.

Met oprechte hoogachting,

Handtekening:

Naam van de ondergetekende: Functie: