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**Betreft:** Verklaring tot verbintenis met de voorwaarden van de beraadslaging nr. 22/009 van 5 april 2022 met betrekking tot de mededeling van persoonsgegevens door de federale overheidsdienst Financiën aan de Vlaamse steden en gemeenten met het oog op de uitvoering van gemeentelijke reglementen en besluiten betreffende inkomensgerelateerde rechten, diensten en sociale voordelen

Mevrouw, Mijnheer,

Ik verwijs naar de beraadslaging nr. 22/009 van 5 april 2022 met betrekking tot de mededeling van persoonsgegevens door de federale overheidsdienst Financiën aan de Vlaamse steden en gemeenten met het oog op de uitvoering van gemeentelijke reglementen en besluiten betreffende inkomensgerelateerde rechten, diensten en sociale voordelen.

Na kennis te hebben genomen van de beraadslaging nr. 22/009 van 5 april 2022 (en de eventueel aangebrachte wijzigingen), verbind ik er mij namens de stad of gemeente die ik rechtsgeldig vertegenwoordig, toe alle daarin opgelegde verplichtingen na te leven.

Meer in het bijzonder zullen de persoonsgegevens die met de FOD Financiën worden uitgewisseld, worden verwerkt overeenkomstig de voorwaarden die in voormelde beraadslaging werden vastgelegd.

Namens de stad of gemeente die ik vertegenwoordig, verzeker ik dat:

* de Algemene Verordening Gegevensbescherming, de wet van 30 juli 2018 betreffende de bescherming van natuurlijke personen met betrekking tot de verwerking van persoonsgegevens en elke andere toepasselijke regelgeving worden nageleefd;
* een functionaris voor gegevensbescherming wordt aangesteld;
* een register van de verwerkingsactiviteiten wordt aangehouden overeenkomstig de vereisten van art. 30 AVG, met een bijzondere aandacht voor de vermelding van de concrete verwerkingsdoeleinden met verwijzing naar iedere toepasselijke regelgeving;
* een gegevensbeschermingseffectbeoordeling werd uitgevoerd waarbij er géén hoog residuair risico werd vastgesteld, en dit met betrekking tot de verwerking van persoonsgegevens op grond van elk gemeentelijk besluit of reglement dat in deze aanvraag wordt vermeld;
* nà de toetreding, elk bijkomend gemeentelijk besluit of reglement op grond waarvan de stad of de gemeente de persoonsgegevens in kwestie wenst te ontvangen, voorafgaandelijk aan het Informatieveiligheidscomité wordt meegedeeld én dat een gegevensbeschermingseffectbeoordeling wordt uitgevoerd met betrekking tot de verwerking van persoonsgegevens op grond van elk bijkomend gemeentelijk besluit of reglement waaruit blijkt dat er geen hoog residuair risico wordt vastgesteld;
* het finaliteitsbeginsel wordt geëerbiedigd, meer bepaald dat de verkregen gegevens slechts worden gebruikt voor de doeleinden die worden beschreven in randnummer 21 van onderhavige beraadslaging en die zijn gebaseerd op een gemeentelijk reglement of besluit;
* de gegevens worden gewist van zodra ze niet meer nodig zijn en de maximale bewaringstermijn zoals beschreven in de beraadslaging in acht wordt genomen;
* de gegevens enkel worden verwerkt door personen die deze gegevens voor de uitoefening van hun functie nodig hebben binnen de betrokken diensten;
* de gegevens niet aan derden worden verstrekt, behalve indien deze mededeling noodzakelijk is in het kader van een eventuele gerechtelijke vervolging of een andere wettelijk verplichting;
* indien de gegevens aan verwerkers worden verstrekt, de bepalingen van artikel 28 AVG worden nageleefd, de verwerker er zich toe verbindt om de voorwaarden van deze beraadslaging na te leven, en dat passende waarborgen worden voorzien om oneigenlijk gebruik van de gegevens te voorkomen. De vertrouwelijkheid van de gegevens moet worden bewaard door het opleggen van een vertrouwelijkheidsverplichting aan iedere persoon die toegang heeft tot de gegevens en de gegevens mogen niet aan derden worden meegedeeld.
* de nodige technische en organisatorische maatregelen worden getroffen.

Een kopie van de gemeentelijke besluiten en/of reglementen op grond waarvan de aansluiting wordt gevraagd, wordt als bijlage bij dit schrijven gevoegd.

Een kopie van de gemeentelijke besluiten en/of reglementen die nà de aansluiting tot stand komen, wordt voorafgaandelijk aan de ontvangst en de verwerking van de persoonsgegevens aan het Informatieveiligheidscomité meegedeeld.

Ik bevestig uitdrukkelijk dat de persoonsgegevens op grond van deze gemeentelijke besluiten en/of reglementen niet worden ontvangen of verwerkt vooraleer het Informatieveiligheidscomité de toepassing van beraadslaging nr. 22/009 van 5 april 2022 op deze gemeentelijke besluiten en/of reglementen heeft bevestigd.

Wij danken het Informatieveiligheidscomité bij voorbaat om de datum van inwerkingtreding van de beraadslaging nr. 22/009 van 5 april 2022 voor de stad of gemeente die ik vertegenwoordig, mee te delen.
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