**Comité de sécurité de l’information**

**Questionnaire d’évaluation pour le délégué à la protection de données/ conseiller en sécurité[[1]](#footnote-1)**

|  |  |
| --- | --- |
| ***Organisme demandeur responsable du traitement*** | |
| Nom |  |
| Abréviation officielle |  |
| Adresse officielle |  |
| Numéro entreprise (BCE) |  |
| Numéro de l’unité d’établissement (BCE) |  |
| Nombre de collaborateurs (FTE) |  |

|  |
| --- |
|  |

|  |  |
| --- | --- |
| ***Responsable de la gestion journalière*** | |
| ***Coordonnées*** | |
| Titre |  |
| Nom et prénom |  |
| Adresse de contact |  |
| Téléphone |  |
| e-mail |  |
| Langue |  |

|  |  |
| --- | --- |
| ***Délégué à la protection de données/***  ***Conseiller en sécurité*** | |
| ***Coordonnées*** | |
| Titre |  |
| Nom et prénom |  |
| Adresse de contact |  |
| Téléphone |  |
| e-mail |  |
| Langue |  |
| Function | ⃣ Conseiller en sécurité  ⃣ Conseiller en sécurité adjoint  ⃣ Délégué à la protection de données |
| Functie van de rechtstreeks hiërarchisch verantwoordelijke |  |
| Aan wie rapporteert de veiligheidsconsulent/functionaris voor gegevensbescherming? |  |
| Tijd besteed aan de opdracht in de schoot van de entiteit | |  |  | | --- | --- | |  | Aantal uur per week | |
| Externe medewerker | ⃣ Ja  ⃣ Nee |

|  |  |
| --- | --- |
| ***Signatures*** | |
| Conseiller en sécurité/ Délégué à la protection de données |  |
| Responsable de la gestion journalière |  |

|  |  |
| --- | --- |
| ***Renseignement en cas d’exercice de la fonction à temps partiel*** | |
| Outre ses fonctions comme conseiller/délégué, exercera-t-il d’autres fonctions ? | ⃣ oui  ⃣ non |
| *Description des autres fonctions* | *Fonction du/des responsable(s) hiérarchique(s)* |
|  |  |
|  |  |
|  |  |
|  |  |

|  |  |  |  |
| --- | --- | --- | --- |
| ***Curriculum vitae de la personne concernée*** | | | |
| ***Parcours éducatif: formation de base et formations continuées*** | | | |
| *Institut de formation* | *de* | *jusque* | *description* |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

|  |  |  |  |
| --- | --- | --- | --- |
| ***Parcours professionel*** | | | |
| *Description de fonction(s)* | *de* | *jusque* | *% dans la sécurité de l’information* |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

|  |  |
| --- | --- |
| ***Fonctions/mandats de la personne concernée exercés actuellement en dehors de l’organisme demandeur*** | |
| *Description de fonction(s)* | *Organisation* |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

|  |  |  |  |
| --- | --- | --- | --- |
| ***Connaissances (niveau et justification)*** | | | |
| Valeurs possibles pour la connaissance tant théorique que pratique :  0 : aucune connaissance  1 : connaissance limitée  2 : bonne connaissance dans ce domaine  3 : excellente connaissance dans ce domaine | | Valeurs possibles pour la justification :  D : diploma  C : cours supplémentaire(s)  S : séminaire  V : formation professionnelle  A : formation autodidacte | |
| 1. **En matière des concepts de base de l’informatique** | | | |
| ***Domaine de connaissance*** | ***Théorique*** | ***Pratique*** | ***Toelichting*** |
| Notion de base de l’informatique |  |  |  |
| Développement des systèmes d’information |  |  |  |
| Méthodologie de développement |  |  |  |
| Systèmes d’exploitation |  |  |  |
| Organisation des systèmes de fichiers |  |  |  |
| Cryptage, PKI, certificats |  |  |  |
| Réseaux informatiques |  |  |  |
| Communication des données |  |  |  |
| Systèmes d’authentification et d’authorisation |  |  |  |
| Architecture des systèmes d’information |  |  |  |
| Organisation des structures d données |  |  |  |
| Language XML |  |  |  |
| 1. ***En matière d’informatique médicale*** | | | |
| *Domaine de connaissance* | *théorique* | *pratique* | *Explication* |
| Protocoles d’éxchanges de données médicales (ex. HL7-Khmer-Carenet-DICOM) |  |  |  |

|  |  |  |  |
| --- | --- | --- | --- |
| 1. **En matière de lois et règlements en vigueur** | | | |
| ***Domaine de connaissance*** | ***Théorique*** | ***Pratique*** | ***Explication*** |
| Règlement général de protection des données |  |  |  |
| *Autorité de protection des données* | | | |
| Dispositions légales et réglementaires relatives à la protection de données |  |  |  |
| *Comité de sécurité de l’information* | | | |
| Dispositions légales et réglementaires relatives aux autorités qui ressortent sous l’application du Comité de sécurité de l’information |  |  |  |
| 1. ***En matière de la sécurité de l’information*** | | | |
| ***Domaine de connaissance*** | ***Théorique*** | ***pratique*** | ***explication*** |
| Appréciation et traitement de risque |  |  |  |
| Politique de sécurité |  |  |  |
| Organisation de la sécurité de l’information |  |  |  |
| Gestion des biens |  |  |  |
| Sécurité liée aux ressources humaines |  |  |  |
| Sécurité physique et environnementale |  |  |  |
| Gestion de l’exploitation et des télécommunications |  |  |  |
| Sécurisation du software |  |  |  |
| Sécurisation des fichiers |  |  |  |
| Sécurisation des réseaux |  |  |  |
| Sécurisation des stations de travail |  |  |  |
| Procédures de sauvegarde |  |  |  |
| Controle d’accès |  |  |  |
| Acquisition, développement et maintenance des systèmes d’information |  |  |  |
| Gestion des incidents liés à la sécurité de l’information |  |  |  |
| Gestion du plan de continuité de l’activité |  |  |  |
| Plan de récupération de désastre informatique |  |  |  |
| Assurances |  |  |  |
| Normes (ISO 27001, ISO 27002, …) |  |  |  |
| Normes thématiques (ISO 27799, NEN 7510, …) |  |  |  |
| Méthodes (ITIL, COBIT, …) |  |  |  |
| Sécurisation des systèmes & média mobiles |  |  |  |

|  |
| --- |
| 1. ***Explications complémentaires des connaissances de la personne concernée*** |
|  |

1. Veuillez supprimer ce qui ne convient pas. [↑](#footnote-ref-1)